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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc75411310][bookmark: _Toc51834547][bookmark: _Toc47592466][bookmark: _Toc45192834][bookmark: _Toc36191748][bookmark: _Toc27894681][bookmark: _Toc20203995]4.3.6	Application Function influence on traffic routing
[bookmark: _Toc75411311][bookmark: _Toc51834548][bookmark: _Toc47592467][bookmark: _Toc45192835][bookmark: _Toc36191749][bookmark: _Toc27894682][bookmark: _Toc20203996]4.3.6.1	General
Clause 4.3.6 describes the procedures between an Application Function and the SMF to maintain an efficient user plane path for Application Functions that require it.
As described in clause 5.6.7 of TS 23.501 [2], an Application Function may send requests to influence SMF routeing decisions for User Plane traffic of PDU Sessions. The AF requests may influence UPF (re)selection and allow routeing of user traffic to a local access (identified by a DNAI) to a Data Network. The AF may also provide in its request subscriptions to SMF events.
The following cases can be distinguished:
-	AF requests targeting an individual UE by a UE address; these requests are routed (by the AF or by the NEF) to an individual PCF using the BSF. This is described in clause 4.3.6.4.
NOTE 1:	Such requests target an on-going PDU Session. Whether the AF needs to use the NEF or not is according to local deployment.
-	AF requests described in clause 5.6.7 of TS 23.501 [2] targeting a group of UE(s), or any UE accessing a combination of DNN and S-NSSAI, or targeting individual UE by a GPSI as described in table 5.6.7-1. These AF requests may also affect UE(s) with an established PDU session. For such requests the AF shall contact the NEF and the NEF stores the AF request information in the UDR. PCF(s) receive a corresponding notification if they had subscribed to the creation / modification/ deletion of the AF request information corresponding to UDR Data Keys / Data Sub-Keys. This is defined in clause 6.3.7.2 of TS 23.501 [2] and further described in clause 4.3.6.2.
NOTE 2:	Such requests can target on-going or future PDU Sessions.
If the AF interacts with PCF via the NEF, the NEF performs the following mappings where needed:
-	Map the AF-Service-Identifier into DNN and S-NSSAI combination, determined by local configuration.
-	Map the AF-Service-Identifier into a list of DNAI(s) and Routing Profile ID(s) determined by local configuration.
	The NEF can only provide this mapping when the DNAI(s) being used by the applications are statically defined. When the DNAI(s) where applications are instantiated may vary dynamically, the AF should provide the target DNAI(s) in its request together with either Routing Profile ID(s) or with N6 traffic routing information.
-	Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.
-	Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to information received from UDM.
-	Map the geographical area zone identifier(s) in Spatial Validity Condition into areas of validity, determined by local configuration.
* * * * Second change * * * *
[bookmark: _Toc75411536][bookmark: _Toc51834770][bookmark: _Toc47592683][bookmark: _Toc45193051][bookmark: _Toc36191961][bookmark: _Toc27894883][bookmark: _Toc20204194]4.15.3.1	Monitoring Events
The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information reported via the NEF. It is comprised of means that allow NFs in 5GS for configuring the specific events, the event detection, and the event reporting to the requested party.
To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. If the AMF/SMF in the VPLMN determine that normalisation of a an event report is required, the AMF/SMF normalises the event report before sending it to the NEF.
The set of capabilities required for monitoring shall be accessible via NEF to NFs in 5GS. Monitoring Events via the UDM, the AMF, the SMF and the GMLC enables NEF to configure a given Monitor Event at UDM, AMF, SMF or GMLC, and reporting of the event via UDM and/or AMF, SMF or GMLC. Depending on the specific monitoring event or information, it is the AMF, GMLC or the UDM that is aware of the monitoring event or information and makes it reported via the NEF.
The following table enumerates the monitoring events and their detection criteria:
Table 4.15.3.1-1: List of events for monitoring capability
	Event
	Detection criteria
	Which NF detects the event

	Loss of Connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication (see NOTE 4).
The AF may provide a Maximum Detection Time, which indicates the maximum period of time without any communication with the UE after which the AF is to be informed that the UE is considered to be unreachable (see NOTE 7).
	AMF

	UE reachability
	Detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer. It indicates when the UE becomes reachable for sending downlink data to the UE.
The AF may provide the following parameters:
1)	Maximum Latency;
2)	Maximum Response Time;
3)	Suggested number of downlink packets. (see NOTE 5 and NOTE 7).
This event requires the Reachability Filter set to UE reachable for DL traffic" (see clause 5.2.2.3.1-1). For the usage of this event, see clauses 4.2.5.2 and 4.2.5.3.
	AMF, UDM

	Location Reporting
	This event is detected based on the Event Reporting Information Parameters that were received in the Monitoring Request (one-time reporting, maximum number of reports, maximum duration of reporting, periodicity, etc., as specified in clause 4.15.1).
It reports either the Current Location or the Last Known Location of a UE.
When AMF is the detecting NF:
One-time and Continuous Location Reporting are supported. For Continuous Location Reporting the serving node(s) sends a notification every time it becomes aware of a location change, with the granularity depending on the accepted accuracy of location (see NOTE 1).
For One-time Reporting with immediate reporting flag set, AMF reports the Last Known Location immediately.
When AMF is the detecting NF:
If the immediate reporting flag is not set, the AMF reports the UE Current Location (In case the AMF does not have the UE current location in the granularity as requested by the location report, the AMF retrieves the information via NG-RAN Location reporting procedure as defined in clause 4.10).
When GMLC is the detecting NF:
Immediate and Deferred Location Reporting is supported. For Deferred Location Reporting the event types UE availability, Area, Periodic Location and Motion are supported.
	AMF, GMLC

	Change of SUPI-PEI association
	This event is detected when the association between PEI and subscription (SUPI) changes (USIM change).
	UDM

	Roaming status
	This event is detected based on the UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and notification is sent when that status changes. (see NOTE 2).
If the UE is registered via both 3GPP and N3GPP Access Type, then both instances of Roaming status are included.
	UDM

	Communication failure
	This event is detected when RAN or NAS level failure is detected based on connection release and it identifies RAN/NAS release code.
	AMF

	Availability after Downlink Data Notification failure
	This event is detected when the UE becomes reachable again after downlink data delivery failure.
	AMF

	PDU Session Status
	This event is detected when PDU session is established or released. (see NOTE 6)
	SMF

	Number of UEs present in a geographical area
	This event is detected based on the Event Reporting Information Parameters that were received in the Monitoring Request (Level of aggregation, Sampling ratio, see clause 4.15.1).
It indicates the number of UEs that are in the geographical area described by the AF. The AF may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the AF may request the system to also actively look for the UEs within the area (Current Location).
	AMF

	CN Type change
	The event is detected when the UE moves between EPC and 5GC. It indicates the current CN type for a UE or a group of UEs when detecting that the UE switches between being served by a MME and an AMF or when accepting the event subscription. (see NOTE 3)
	UDM

	Downlink data delivery status
	It indicates the downlink data delivery status in the core network. Events are reported at the first occurrence of packets being buffered, transmitted or discarded, including:
-	Downlink data in extended buffering, including:
-	First data packet buffered event
-	Estimated buffering time, as per clause 4.2.3.3
-	First downlink data transmitted event
-	First downlink data discarded event
	SMF

	UE reachability for SMS delivery
	This event is detected when an SMSF is registered for a UE and the UE is reachable as determined by the AMF and the UDM. This enables the UE to receive an SMS. See clauses 4.2.5.2 and 4.2.5.3.
	UDM

	Number of registered UEs and/or established PDU Sessions
	It indicates the current number of registered UEs and/or established PDU Sessions for a network slice that is subject to Network Slice Admission Control.
	NSACF

	NOTE 1:	Location granularity for event request, or event report, or both could be at cell level (Cell ID) or TA level. The granularity can also be expressed by other formats such as geodetic uncertainty shapes (e.g. polygons, circles, etc.) or civic addresses (e.g. streets, districts, etc.) which can be mapped by NEF to AMF specific granularity levels.
NOTE 2:	Roaming status means whether the UE is in HPLMN or VPLMN based on the most recently received registration state in the UDM.
NOTE 3:	CN type of CN Type change event is defined in clause 5.17.5.1 of TS 23.501 [2].
NOTE 4:	In the case of UDM service operation information flow, the UDM should set the subscribed periodic registration timer to a smaller value than the value of Maximum Detection Time, since the value of the mobile reachable timer is larger than the value of the periodic registration timer.
NOTE 5:	Maximum Latency, Maximum Response Time and Suggested number of downlink packets are defined in clause 4.15.6.3a.
NOTE 6:	The NEF makes a mapping between the 5GS internal event "PDU Session Status" and the T8 API event "PDN Connectivity Status".
NOTE 7:	The preferred method for provisioning Network Configuration Parameters is External Parameter Provisioning specified in clause 4.15.6.3a. Provisioning event specific parameters as part of Monitoring Request is expected to be used only by the AF that does not support Parameter Provisioning procedure specified in clause 4.15.6.3a.



* * * * Third change * * * *
[bookmark: _Toc75411577]4.15.6.10	Application guidance for URSP determination
This clause describes the procedures to allow an AF to provide guidance for URSP determination to 5G system via NEF. The AF may belong to the operator or to an external party. The PCF considered in this clause is in the Home PLMN as it is the PCF that determines the URSP for the UE.
NOTE 1:	The operator can negotiate with external party (typically a Corporate represented by an AF) dedicated DNN(s) and/or S-NSSAI(s) for the traffic of UE(s) of this external party. UE(s) of the external party can be identified by a group identifier.
The guidance for URSP determination may be used to provide 5GC with guidance for the URSPs depending on the UE location. This is further described in TS 23.548 [74].
For providing guidance for URSP determination, the procedure defined in clause 4.15.6.7 is performed with the following considerations:
1)	Service Description indicates an AF Identifier.
2)	Service Parameters.
	Information on the AF guidance for URSP determination which consists of a list of rules that associate an application traffic descriptor with requested features for the candidate PDU sessions the application traffic may use:
-	An application traffic descriptor, whose definition corresponds to that of the URSP Traffic Descriptors (as defined for the URSP rule in TS 23.503 [4] Table 6.6.2.1-2).
-	one or more sets of Route selection parameters, each parameter may correspond to:
-	(DNN, S-NSSAI). This may be provided by the AF or determined by the NEF based on the AF Identifier when it is not provided by the AF and the AF provides only one instance of AF guidance for URSP determination
Editor's note:	It is FFS whether the AF can provide SSC mode.
-	a default Route selection precedence value to be used for the application traffic when Route selection precedence with a corresponding spatial validity condition is not provided.
-	Route selection precedence with a corresponding spatial validity condition that indicates where the Route selection parameters apply. This may correspond to a geographical area (e.g. a civic address or shapes) (i.e. geographic zone identifier).
NOTE 2:	The different sets of Route selection parameters indicate different sets of PDU Session information (DNN, S-NSSAI) that can be associated with applications matching the application traffic descriptor. Each set is meant to apply for a specific (set of) spatial validity condition. Each set is associated with a Route selection precedence to cope with the case where multiple spatial validity conditions overlap.
If the AF provides a geographical area as spatial validity condition, it is up to the NEF to transform this information into 3GPP identifiers (e.g. TAI(s)).
NEF may, based on local configuration, complement missing service parameters. Additionally, based on operator's local policy, NEF may request for service specific authorization for the service parameters for an individual UE (e.g. to authorize the Corporate or MTC provider represented by the AF and the requested DNN, S-NSSAI for the related UE) before storing the service parameters into the UDR via Nnef_ServiceParameter_Create operation. If the request is targeting a group of UEs, NEF may also request for service specific authorization for the group related data (see table 4.15.6.3b-1), i.e. the DNN, S-NSSAI associated to the group.
Editor's note:	Support for service specific authorization for a group of UE in this procedure is FFS, since it needs to be decided if it is the operator's responsibility to ensure the consistency between the group related data and the UE group members subscription data, i.e. if a group is authorized for a given DNN, it needs to be assumed that all members of the group are provisioned with the DNN and no individual UE check is required.
Editor's note:	Support for service specific authorization for any UE in this procedure is FFS, since it needs to be decided if NEF authorizes the request based on local policy without requesting for any service specific authorization from UDM.
NOTE 3:	AF guidance for application traffic is not related with 5G VN group
3)	a specific UE, or a group of UE(s) or any UE that the AF request may be associated with.
4)	Subscription to events.
	The AF may subscribe to notifications about the outcome of the UE Policies delivery due to application guidance for URSP determination.
The usage of the AF guidance for application traffic is described in clause 6.2.4 in TS 23.548 [74].
Figure 4.15.6.10-1 shows the enhanced procedure as defined in clause 4.15.6.7 for Application guidance for URSP determination.


Figure 4.15.6.10-1: Service Specific Authorization
1.	The AF initiates the procedure as specified in clause 4.15.6.7.
2.	The NEF sends Nudm_ServiceSpecificAuthorisation_Get Service Request including S-NSSAI/DNN and service type received from AF.
3.	The UDM checks the list of subscribed/allowed S-NSSAI/DNNs for the UE and other service info (e.g. MTC provider is authorized for the UE).
4.	The UDM responds to the NEF with the service authorization result. If authorization fails (e.g. DNN is not subscribed for the UE, UE subscription does not allow to modify URSP rules dynamically by an AF or by such specific AF or MTC provider), UDM returns a negative response with an appropriate error code and the NEF rejects the request with the proper error code to inform the AF about the request not authorized.
NOTE 4:	The MTC Provider Information can be used by any type of Service Providers (MTC or non-MTC) or Corporate or External Parties for, e.g. to distinguish their different customers.
5.	The procedure continues as specified in clause 4.15.6.7.
Figure 4.15.6.10-2 illustrates the procedure for updating or revoking an existing Service Specific Authorization.


Figure 4.15.6.10-2: Service Specific Authorization Update procedure
1.	The UDM may send a Service Specific Authorization Update information using Nudm_ServiceSpecificAuthorisation_UpdateNotify Request (GPSI, S-NSSAI, DNN, Result) message to the NEF to update a user's authorization.
2.	The NEF sends Nudm_ServiceSpecificAuthorisation_UpdateNotify Response (cause) message to the UDM to acknowledge the authorization update.
3.	If the authorization is revoked, the NEF removes the service specific parameters from the UDR.
4.	The NEF informs the AF that the service parameters authorisation status has changed by sending Nnef_ServiceParameter_Notify Request (GPSI, TLTRI, Result) message to the AF.
5.	The AF responds to the NEF with Nnef_ServiceParameter_Notify Response message.

* * * * Fourth change * * * *
[bookmark: _Toc75411579]4.15.7	Network status reporting
This clause contains the detailed description and the procedures for the network status reporting capability.
An AF may request for being notified about the network status, in a specific geographical area or for a specific UE.
The following methods are supported:
-	The AF requests to be informed, one-time, about the network status. This procedure is referred to as one-time network status request;
-	The AF requests to be informed, continuously, about the network status. This procedure is referred to as continuous network status request;
The procedure as described in clause 6.1.1.2 or clause 6.1.2.2 in TS 23.288 [50] is used by an AF to retrieve Network Status Result (NSR) from the network for a specific geographical area or for a specific UE.
After receiving the request for network status notification from the AF, the NEF retrieves user data congestion analytics information from NWDAF, as defined in TS 23.288 [50].
Based on the user data congestion analytics information the NEF receives from the NWDAF, the NEF derives and reports the network status for the geographical area or for the UE as Network Status Result (NSR) to the AF. When reporting to the AF, the NSR shall not include any 3GPP location information.
NOTE 1:	Either exact values for congestion status, as reported by NWDAF to NEF or abstracted values e.g. (High, Medium, Low) can be reported by the NEF to the AF. The calculation and the reporting of the NSR to the AF depends on operator configuration (e.g. SLAs, usage etc.).
When an AF requests one-time Network Status from the NEF, the NEF can optionally provide a time interval at which the AF is allowed to re-issue the same request for network status.
NOTE 2:	The time interval provided by NEF can be ignored by the AF if the subsequent request on network status is considerably different with regards to the geographical area or the UE.


* * * * Fifth change * * * *
[bookmark: _Toc75412213][bookmark: _Toc51835373][bookmark: _Toc47593286][bookmark: _Toc45193654][bookmark: _Toc36192552][bookmark: _Toc27895448][bookmark: _Toc20204734]5.2.19.2	Naf_EventExposure service
[bookmark: _Toc75412214][bookmark: _Toc51835374][bookmark: _Toc47593287][bookmark: _Toc45193655][bookmark: _Toc36192553][bookmark: _Toc27895449][bookmark: _Toc20204735]5.2.19.2.1	General
Service description: This service enables consumer NF to subscribe and get notified of events.
The events can be subscribed by a NF consumer are described in TS 23.288 [50].
The following service operations are defined for the Naf_EventExposure service:
-	Naf_EventExposure_Subscribe.
-	Naf_EventExposure_Unsubscribe.
-	Naf_EventExposure_Notify.
The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):
-	Service Experience information, as defined in clause 6.4.2, TS 23.288 [50].
-	Performance Data information, as defined in clause 6.4.2 and clause 6.14.2, TS 23.288 [50].
-	Collective Behaviour information, as defined in clause 6.5.2 of TS 23.288 [50].
-	UE Mobility information, as defined in clause 6.7.2.2, TS 23.288 [50].
-	UE Communication information, as defined in clause 6.7.3.2, TS 23.288 [50].
-	Exceptions information, as defined in clause 6.7.5.2, TS 23.288 [50].
Event Filters are used to specify the conditions to match for notifying the event (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides some examples on how the conditions to match for event reporting can be specified for various Event IDs for AF exposure.
Table 5.2.19.2.1-1: Example of Event Filters for AF exposure events
	Event ID for AF exposure
	Event Filter (List of Parameter Values to Match)

	Exceptions information
	<Parameter Type = Exception ID, Value = Exception ID1>

	Service Experience information
	<Parameter Type = TAI, Value = TAI1>

	Service Experience information
	<Parameter Type = geographical area zone identifier,
Value = civic address1 or shape1geographic zone identifier1>

	Collective Behaviour information
	<Parameter Type = collective attribute,
Value = collective value1>



* * * * End of changes * * * *
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